REPORT TO THE RURAL SERVICES NETWORK EXECUTIVE ON ACCESS TO rsnonline
The present situation involves security words being required to gain access to the vast majority of the rsnonline website.

This does provide some form of privacy to the majority of the website guaranteeing it is exclusively private to members of SPARSE Rural and the Rural Services Partnership.

In terms of drawbacks as inevitably is the case with password protected sites people who are forgetful or are deterred by a password system become frustrated or put off generally with the site and some may argue in these days of pressure with the service itself.

We have to date been cautious ensuring performance and other statistical material remains confidential. However much of this material is in fact at source in the public domain in any event for those keen enough to seek it out and it is its interpretation that is possibly different and unique here.
We have sought to introduce a system where a common password is held in a local authority’s intranet site so any potential user can get it there.  However all local authorities have been contacted 3 times to date but only a third of IT teams have been cooperative (some have been quite difficult) .  It is difficult to perceive of the percentage employing this system getting significantly higher whatever we do.

That leaves us with the major perception that a lot of people fail to use (and appreciate) our services at all because we are effectively “hiding our light under a bushel”. 

We have discussed the situation with Johann Tasker.  He perceives security or other abuse problems only if free access to open forum sites were involved.

The Executive Committee therefore agreed:-

(a) The site should normally be opened up apart from the forum areas to which the current arrangements would continue to apply.

(b) All users should simply be asked to provide the name of their organisation.  (This should allow us to monitor that the site is not being used by non- members).
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